Post-Deployment Health Reassessment (PDHRA)
Instructions
For Unit Deployment M anagers
1. To reach the Air Forces PDHRA Web Site, you must enable TLS 1.0 on your browser. In

Internet Explorer, Select Tools, Internet Options..., Advanced Tab, scroll to the bottom of the
list and check the checkbox for “Use TLS 1.0.”

Internet Options

' General _:_:;Security | Privacy | Content | Connections :i.F‘mgmmEJ Advanced |

Settings:

[1 Alow active content ta run in files on My Computer ” |
[1 Alow software to run or install even if the signature is invalid -
Check for publisher’s cerificate revocation

[1 Check for server certificate revocation {requires restart)

Check for signatures on downloaded programs

[ ] Do not save encrypted pages to disk

[] Empty Temporary Intemet Files folder when browser is closed
Enable Integrated Windows Authentication (requires restart)
Enable Profile Assistant

Use S5L 20

'q Use TLS 1.0 >
Id site certficates

[ 1 Wam if changing between secure and not secure mode
Wam if forms submittal is being redirected

< | >

[ Restore Defaults

oK H Cancel ]




2. Go to https://www.afchips.brooks.af.mil/pdhra/pdhra udm.aspx

3. Click onthelink to “Reset or request your password.”

PD H RA Post-Deployment Health Reassessment

PDHRA is a department of defense computer system for authorized use only. DQD computer systems
may be monitored for all lawful purposes, including to ensure that their use is authorized, for
management of the system, to facilitate against unauthorized access, and to verify security
procedures, survivability, and operational security. Using this system constitutes consent to
monitoring. All information, including personal information, placed on or sent over this system may be
obtained during monitoring. Unauthorized use could result in criminal prosecution. The information
accessed through this application must be protected IAW AFI 33-332 and DoD Regulation 5400.11;
Privacy Act of 1974 (Public Law 93-579) as Amended Applies, and it is FOR OFFICIAL USE ONLY.

Access to this application is restricted to DoD personnel with an official need to know.

Please enter your Login and Password

Login:l

Password:l

Reset or request your gassword

4. Enter your EMAIL address and press the “ Submit” button.

PD H RA Post-Deployment Health Reassessment

REQUEST OR RESET PASSWORD FOR UNIT DEPLOYMENT MANAGER ACCESS

Please enter your EMAIL address

‘ EMALL: |

| |



https://www.afchips.brooks.af.mil/pdhra/pdhra_udm.aspx

5. If your EMAIL addressis entered correctly by the medical folks in their PIMR Unit_POC
datatable, you will receive an EMAIL note with a password.

6. Go back to https://www.afchips.brooks.af.mil/pdhra/pdhra_udm.aspx and log on using your
EMAIL address as the Login and the password you just received.

7. 1f your EMAIL addressis not inthe PIMR Unit_POC datatable, please contact your medical
point of contact and ask them to ensure your EMAIL address is entered correctly.

8. Once you've logged in to the PDHRA_UDM web page, you' Il see the list of names of
personnel who need to complete their PDHRA. Y ou have the option of exporting thislist to an
Excel file.

9. Please inform your personnel that they need to enable TLS 1.0 as described instep 1. Then
they can go to https.//www.afchips.brooks.af.mil/pdhra and log in with their social security
number and their date of birth. Their name will drop off of the due roster as soon asthey
complete their portion of the Form DD2900.

10. Please contact your local medical treatment facility’s point of contact if you have any issues


https://www.afchips.brooks.af.mil/pdhra/pdhra_udm.aspx
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